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1. Procedure for testing of SSAS 

Pursuant to the requirements of the ISPS Code, the testing of the Ship Security Alert System 
(SSAS) is applicable for the following categories of vessels engaged in international voyages: 

 Passenger ships, including high-speed passenger craft 
 Cargo ships, including high-speed cargo craft of 500 gross tonnage or more 
 Mobile Offshore Drilling Units (MODUs) 

 
The CSO or an alternate CSO of ships carrying out SSAS testing should notify this 
Administration no more than 24 hours in advance and no less than 4 hours prior to the 
test—by sending a pre-test notification via email to security@svg-marad.com.  
 
The pre-test notification should include the reason of the requirement of testing SSAS 
(please refer to paragraph 1.1 of this circular). 
 

This is to facilitate the tracking of testing notifications and to avoid unintended emergency 
response actions.  

Please note that other email addresses belonging to this Administration, such as geneva@svg-
marad.com or monaco@svg-marad.com, should not be used as additional or alternative SSAS 
recipients. We urge Company Security Officers to check the SSAS settings and delete these 
addresses accordingly. 

Some service providers associated with the shipboard SSAS may routinely transmit reports on 
vessel location, position, and related data to the CSO and the company. However, this 
Administration should not be designated as a recipient of such automatic updates. 

CSOs, alternate CSOs, SSOs, and Masters shall ensure that internal correspondence or 
emails are not forwarded or copied to security@svg-marad.com. This designated email should 



only be used for pre-test alert notifications, SSAS activation messages, and notification of 
SSAS faults. 

The Maritime Safety Committee (MSC) of the International Maritime Organization has adopted 
the following circulars: 

 MSC.1/Circ.1190 – Guidance on the provision of information for identifying ships when 
transmitting ship security alerts 

 MSC/Circ.1155 – Guidance on the message priority and the testing of ship security 
alert systems 

These documents are annexed to this circular. 

1.1 The frequency of SSAS alert test involving the Flag 

It has been noted that SSAS tests involving the Flag for some vessels occur very frequently—
almost on a weekly basis.  

SSAS tests involving the Flag may be conducted on the following occasions only: 

 Vessel transfer to this Flag 
 Periodical Survey for Cargo Ship Safety Radio Certificate 
 Third Party Security Verification 
 Change of Company 
 Upon the CSO’s request (the reason for such a request must be clearly 

explained in the required pre-test alert notification).  

Upon obtaining agreement from the Flag, the vessel may proceed with the SSAS test. The 
Flag will confirm receipt of the SSAS test message to the CSO or alternate CSO.  

1.2 Information in SSAS Test Message to be provided 

In the event of a test, the SSAS alert message should include the word "TEST" in the subject 
line or the message body to avoid triggering an unintended emergency response. The alert 
message must be restored to its standard operational wording after the test is completed. 

Additionally, CSOs, alternate CSOs, SSOs, and Masters are requested to ensure that SSAS 
onboard is configured to deliver the following information within SSAS messages, in 
accordance with MSC.1/Circ.1190: 

a) Name of the ship 
b) IMO Ship Identification Number 
c) Call Sign 
d) Maritime Mobile Service Identity 
e) GNSS position (latitude and longitude) of the ship 
f) Date and time of the GNSS position 

1.3 Acknowledgement of SSAS Test by this Administration 
 

This Administration will not acknowledge receipt of an SSAS test message unless all of the 
following conditions, as outlined in this circular, are met: 

 The message is sent from a vessel to which the ISPS Code is applicable; 
 A proper pre-test notification, including a valid reason for the test, has been submitted 

in advance; and 



 The SSAS test message contains all the information required under paragraph 1.1 of 
this circular. 

 

1.4 Reset of SSAS Device 

 
It has been observed that, in certain instances, vessels continue to transmit SSAS test 
messages after testing has been completed. 
The CSO or alternate CSO must promptly coordinate with the SSO and the Master to ensure 
the system is properly reset without delay. This is essential to enable this Administration to 
effectively monitor the security of its fleet without disruption from repeated SSAS test 
messages from the same vessel. 

2. Procedure in case of transmitting false SSAS message 

It has been observed that false SSAS messages transmitted outside working hours or during 
weekends and holidays were not reported to this Administration and were only addressed on 
the next working day. 

In cases where SSAS equipment is found to be faulty and repeatedly transmits false alerts, the 
designated CSO must notify this Administration via email at security@svg-marad.com. The 
CSO must also arrange for shore maintenance staff to rectify the fault without delay. Once the 
SSAS equipment has been restored to normal operation, this must be reported to the same 
email address. 

CSOs, SSOs, and Masters are reminded that in the event of false or erroneous SSAS alerts, 
immediate action must be taken to inform all concerned parties that the alert is false and no 
emergency response is needed. 

The direct telephone number for SSAS test alerts and SSAS activations is +41 79 447 96 76. 
Please note that this number is also allocated to security emergency purposes. 

Failure to adhere to the above procedures for testing the SSAS, including the prompt reporting 
of false alerts to this Administration, will be considered non-compliance and may lead to the 
imposition of penalties. 
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